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May 4, 2007
Dear Stockholder:

2006 proved to be a memorable year for WidePoint Corporation. As we look forward to our Annual Stockholders Meeting on June 22, 2007, 1
have the pleasant duty of recounting for you a number of the more significant positive events and achievements realized during the past year.

Our commitment to become a premier provider of information technology based products and services to both government and commercial
markets remains unchanged. Our focus on the areas of identity management and information assurance has sharpened, and we are currently
servicing market needs by offering a combination of Personal Identity Verification (PIV) and Public Key Infrastructure (PKI) services such as
Credential validation and management, and application conversion, in addition to our existing systems engineering services, project management
and managed service provider capabilities.

Both our Government and Commercial Sector businesses experienced revenue growth and improved profitability, reflecting both the
improvement in business conditions and IT spending in our commercial business and the rise in demand for our offerings to the government
sector. While we are confident that we will realize equally strong calendar 2007 growth and results, we have anticipated slackening demand
during the first half of the year due to US Federal Government budgeting freezes and confusion, as well as conflicting economic signals on
investment spending from our commercial customers. To limit any potential impact, we have re-deployed resources wherever possible, but
without jeopardizing our technical and marketing capabilities, or our competitive positioning or advantage in our target markets. We remain
focused on a strategy of maximizing organic growth, supplemented by selective strategic acquisition where appropriate to enhance shareholder
value.

During the past year, our ORC subsidiary has been successfully awarded 6 of the 7 HSPD 12 contracts and blanket purchase agreements
competed by the US Federal Government. A number of similar Federal Agency contracts are currently in the pipeline. We expect to be
successful in several of these new opportunities, and participate in the accelerated activity levels as we approach upcoming deadlines for the
implementation of an increased security environment within the US Federal Government, and all entities and individuals that deal with its
Agencies.

In 2007, your Company was successfully listed on the American Stock Exchange. Your management team remains in place and is being
strengthened for growth. Our Board of Directors has been enhanced, and is more of an independent entity than ever, in all our best interests.

Looking to 2007 performance and beyond, we are confident in our ability to deliver a growing enterprise that will build both the quality and size
of our company, as well as providing incremental value and investment return for our shareholders. As always, we remain grateful for your
continued support in our pursuit of these goals.

Sincerely,

/s/ Steve L. Komar

Steve L. Komar

Chairman of the Board and
Chief Executive Officer

SECURITIES AND EXCHANGE COMMISSION
WASHINGTON, D.C. 20549
FORM 10-K
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Il TRANSITION REPORT PURSUANT TO SECTION 13 OR 15(d) OF THE SECURITIES EXCHANGE ACT OF 1934.
For the transition period from to

Commission File Number 000-23967

WIDEPOINT CORPORATION

(Exact name of registrant as specified in its charter.)

Delaware 52-2040275
(State or other jurisdiction of (ILR.S. Employer
incorporation or organization) Identification No.)
One Lincoln Centre, Oakbrook Terrace, IL 60181
(Address of principal executive offices) (Zip Code)

Registrant s phone number, including area code: (630) 629-0003

Securities registered pursuant to Section 12(b) of the Act:
Title of each class
Common Stock, $.001 par value per share
Name of each exchange on which registered
American Stock Exchange

Securities registered pursuant to section 12(g) of the Act: None

Indicate by check mark if the registrant is a well-known seasoned issuer, as defined in Rule 405 of the Securities Act. Yes __ No _X_

Indicate by check mark if the registrant is not required to file reports pursuant to Section 13 or Section 15(d) of the Act. Yes _ No _X

Indicate by check mark whether the registrant (1) has filed all reports required to be filed by Section 13 or 15(d) of the Securities Exchange
Act of 1934 during the preceding 12 months (or for such shorter period that the registrant was required to file such reports), and (2) has been
subject to such filing requirements for the past 90 days: Yes _X_No ___

Indicate by check mark if disclosure of delinquent filers pursuant to Item 405 of Regulation S-K is not contained herein, and will not be
contained, to the best of registrant s knowledge, in definitive proxy or information statements incorporated by reference in Part III of this Form
10-K or any amendment to this Form 10-K. [ ]

Indicate by check mark whether the registrant is a large accelerated filer, an accelerated filer, or a non-accelerated filer (as defined in Rule
12b-2 of the Act).

Large accelerated filer ___ Accelerated filer _X Non-accelerated filer ___
Indicate by check mark whether the registrant is a shell company (as defined in Rule 12b-2 of the Act).

Yes ___No_X

SECURITIES AND EXCHANGE COMMISSIONWASHINGTON, D.C. 20549 FORM 10-K 2
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State the aggregate market value of the registrant s voting and non-voting common equity held by non-affiliates of the registrant computed
by reference to the price at which the common equity was last sold, or the average bid and asked price of such common equity, as of the last
business day of the registrant s most recently completed second fiscal quarter. $123,807,418.

As of March 12, 2007, the registrant had 52,497,699 shares of its Common Stock issued and outstanding.
DOCUMENTS INCORPORATED BY REFERENCE

The information called for by Part III of the Form 10-K is incorporated by reference from the registrant s definitive proxy statement which will
be filed pursuant to Regulation 14A not later than 120 days after the end of the fiscal year covered by this report.

PART I
ITEM 1. BUSINESS.
Background and Environment

WidePoint Corporation ( WidePoint or the Company ) is a technology-based provider of product and services to both the government sector and
commercial markets. We specialize in providing systems engineering, information technology services and information assurance in the form of
identity management services. Our subsidiary, Operational Research Consultants, Inc. (ORC), is a leading provider of E-Authentication

Federation credential services and federal compliant Public Key Infrastructure (PKI) managed services to the federal government. We intend to
grow over the next few years through a combination of organic growth, the acquiring of selective strategic assets and acquisitions, and by
operational efficiencies among our subsidiaries.

The Company is comprised of the following two segments: (i) consulting services and (ii) PKI credentialing and managed services. For
additional information related to our segments, see Note 11 to our financial statements included in this Form 10-K.

WidePoint was incorporated in Delaware on May 30, 1997. Our staff consists of business process and computer specialists who help our
government and civilian customers augment and expand their resident technologic skills and competencies, drive technical innovation, and help
develop and maintain a competitive edge in today s rapidly changing technological environment in business. Our organization emphasizes an
intense commitment to our people, our customers, and the quality of our solutions offerings. As a services organization, our customers are our
primary focus. We have developed thorough, comprehensive policies, procedures and controls to mitigate the threat, or potential threat, of
intentional, unintentional, physical, natural or electronic compromise or disruption of any portion of our systems or services. The talent and
technology are available, and the resident expertise experienced in working together, to ensure goals are achieved quickly and seamlessly.
Contract instruments are already in place and a substantive reference base with an assortment of federal agencies are available.

On October 25, 2004, we completed the acquisition of ORC. ORC specializes in Information Technology ( IT ) systems integration and secure
authentication processes and software, and providing services to the United States Government. ORC has been at the forefront of implementing
E-Authentication Federation and PKI technologies. These identity management technologies are rapidly becoming the technology of choice to
enable security services within and between different computer systems utilized by various agencies and departments of the U.S. Government.
Based on asymmetric key cryptography, PKI effectively deploys a public key and a private key to each individual and or device, ensuring that
the private key is only accessible to that individual and/ or device. Thus, the algorithms used in PKI achieve a level of authentication of users
and information that maintains a high integrity of all data and communications, non-repudiation of data and communications, and confidentiality
of data and communications. The public key also enables encryption of all information and/or communication from any sender, where the
associated private key allows only the holder of that key to unlock and decrypt such information and/or communication. PKI and
E-Authentication technologies also speed up and simplify the delivery of products and services by providing a common, secure, electronic
approach to processes that historically have been paper based and single or reduced sign-on to multiple electronic applications without degrading
security across mission-related transactions internal to an organization and with external organizations. ORC is designated by the United States
Government as the first External Certificate Authority for the U.S. Government. ORC is authorized to issue all permissible certificate types and
services in accordance with Defense Information Systems Agency and National Security Agency standards, necessary for the interoperable,
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secure exchange of information between U.S. Governmental agencies, contractors, and international allies such as members of NATO.

WidePoint offers these iDentity Management and eAuthentication Services© based on existing technology and open systems standards,
providing Identification and Authentication (I&A) interoperability among users and relying parties (Government, businesses, trading partners,
and citizens) at the assurance level and rigor required by the owner of the protected resource. These services include four major US Government
Certifications:

GSA E-Authentication Federation

US Government External Certificate Authority (ECA)

GSA Access Certificates for Electronic Services (ACES)

GSA Shared Service Provider (SSP), supporting the Federal PKI Common Policy Framework, HSPD-12, and Federal Information
Processing Standard (FIPS) 201 initiatives

These iDentity Management and eAuthentication Services© fully support Business-to-Government, Government-to-Government, and
Citizen-to-Government secure digital transaction requirements, and, because our P/Votal ID© digital credentials are an allowable direct charge
( ODC ) under the Federal Acquisition Regulation rules, the cost of such services and products can be passed-on by ORC s customers in
government contracts and/or proposals.

In 2005 and 2006, WidePoint focused on the consolidation of its recent acquisition of ORC, accelerating the rollout of the ORC
E-Authentication Federation and PKI identity management initiatives, and continuing to implement our project based enterprise strategy,
emphasizing our industry-wide best practices disciplines. With the addition of the customer base and the increase in revenues attributable to the
ORC acquisition, WidePoint s opportunity to leverage and expand further into the federal marketplace has improved dramatically. ORC s past
client successes, top facility security clearances, security personnel expertise, and additional breadth of management talent have expanded our
reach into markets that previously were not accessible to WidePoint. We intend to continue to market and sell our technical capabilities into the
governmental and commercial marketplace. Further, we are continuing to actively search out new synergistic acquisitions that we believe may
further enhance our present base of business and service offerings, which has been augmented by our recent acquisition of ORC and our internal
growth initiatives.

Looking forward, the strong authenticated identity management market opportunity expands by orders of magnitude as information is
increasingly circulated on the internet among limited, but frequently changing audiences of specifically named individuals. Society has dictated
that digital transactions must have the capability to prove who the provider of a piece of information is (by name, not simply office), as well as
to verify that no one has modified the information subsequent to its issuance. Federal, State and local legislation increasingly demands that there
must be no question as to exactly when information is published, that there must be a means of reviewing an auditable history of transactions
and there must also be a means to archive all information securely, as well as a means to recall the information from the secure archive at a later
time. The information age has created an urgent need for these requirements to be realized in an environment that is easy to use, suitable for
senior executives and managers, highly reliable, and that supports the increasingly mobile demands of our democracy.
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WidePoint and our wholly-owned subsidiary, ORC, are strategically postured to help federal agencies and commercial concerns implement
meaningful and efficient security into internet/intranet operations to protect sensitive information and billions of dollars in transactions each day.
ORC s Common Identity Enabling Infrastructure (CIEI)© and PIVotal IDO services fully support these needs by leveraging existing
infrastructures and creating a digital credential for each individual and device recognized and accepted both internally to an organization and
externally by any other infrastructure recognizing federally authorized credentials as trustworthy.

WidePoint has solidly established our reputation as an elite provider of these information assurance and security of digital transactions for the
U.S. Department of Defense (DoD), the U.S. Navy, the U.S. Air Force, the U.S. National Security Agency (NSA), the U.S. Coast Guard, U.S.
Office of Management and Budget (OMB), U.S. General Services Administration (GSA), the U.S. General Accounting Office (GAO), several
state governments and Fortune 500 commercial clients. WidePoint has distinguished itself by providing the highest levels of professionalism,
on-time delivery of solutions and superior managed services. WidePoint anticipates capturing a significant market share within the identity
management marketplace which we believe has the potential of providing significant revenue growth for the Company.

Most of our current costs consist of salaries and benefits paid to our technical, marketing and administrative personnel, as well as the solutions
required to maintain the secure facilities and infrastructure that support our information assurance and security offerings. As a result of our plan
to expand operations through a combination of internal growth initiatives and acquisition opportunities, such costs are expected to increase. Our
profitability depends upon both the volume of services performed and the ability to manage costs. A significant portion of our cost structure is
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labor related and we must effectively manage these costs in order to achieve growth and profitability. To date, we have attempted to maximize
our operating margins through efficiencies achieved by the use of our proprietary methodologies and by offsetting increases in consultant
salaries with increases in consultant fees charged to our clients.

Enterprise Strategy

In the continuing effort to differentiate our services and overcome the highly competitive environment within the general IT marketplace, we
have modified our strategic plan; including the launch of a federal sector business initiative, continued development of new capabilities, and the
initiation and expansion of several alliances and relationships to expand our ability to penetrate new market segments.

Widepoint s acquisition of ORC provided a number of large indefinite delivery, indefinite quantity ( IDIQ ) contracts that extend WidePoint s
capability to expand our revenue base, including, but not limited to:

Information Technology Professional Services, FSC Group 70, GSA FSS # GS-35F-0164J  $100 million ceiling for each contract
action offers a full range of IT Professional Services to all federal Government agencies on a fee-for-service basis. This contract is
also available to state and local governments under a cooperative procurement agreement. Most significant under this contract
ORC also holds:
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° Special item categories 132-60, 132-61, and 132-62 for Authentications services under the GSA IT Professional Services
contract. This certified ORC as the first contractor authorized to provide authentication products and services to provide
for authentication of individuals for purposes of physical and logical access control, electronic signature, performance of
e-business transactions and delivery of government services. Authentication products and services consist of hardware,
software components and supporting services that provide for identity assurance.

° The Managed Validation Service (MVTS) contract provides PKI certificate validation services for those e-Gov initiatives
and other Federal agency information applications that elect to use it. The MVTS contract directly benefits stakeholders,
including Federal, State, and local government entities, private industry, the scientific community, and the public. It
improves efficiencies and reduces costs by providing identity authentication services in a consistent fashion.

Worldwide Federal Supply Schedule for Management, Organizational and Business Improvement Services (MOBIS), FSC Group
874, GSA FSS # GS-10F-0152M  $100 million ceiling contract that offers a full range of services and products to enable all
Federal Government Agencies to improve performance, quality, timeliness and efficiency throughout their organizations.

Worldwide Federal Supply Schedule for Professional Engineering Services (PES), FSC Class 871, GSA FSS # GS-23F-0162L
$100 million ceiling contract that offers a full range of Professional Engineering Services to all federal Government agencies on a
fee-for-service basis. There are four primary engineering disciplines (Chemical, Civil, Electrical and Mechanical) addressed under
PES.

GSA Solutions and More (SAM), FSC Group 61 Part V, GSA FSS # GS-07F-0099L  $100 million ceiling contract that offers
supply power distribution equipment, generators, and batteries worldwide.

SeaPort-e Contract N0O0178-04-D-4099  $100 million ceiling contract to provide engineering, technical, and programmatic
support services to the Naval Surface Warfare Centers (NSWC) and the Naval Undersea Warfare Centers (NUWC).

In addition, WidePoint has extended its business development reach with strategic partners who package our identity management solutions and
services under branded offerings. Partnerships with companies such as RSA  the Security Division of EMC, Siemens, Maximus, Tumbleweed,
and Wave Systems have added dozens of resources to our sales team.

We intend to leverage our internal resources and these partnerships to expand our revenue base, as we continue to seek and analyze growth
alternatives via selective acquisition growth opportunities and service offering expansion opportunities. In addition, we are actively seeking the
acquisition of other companies with complementary technical capabilities in IT, software and information assurance related services to the
federal government (both defense and civilian), state governments, local governments, and commercial entities. If successful in our organic
growth and acquisition activities, we anticipate that we will become a larger company with broader capabilities and resources.
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Business Strategy and Services

Our strategy for our project-based initiatives is to apply a structured delivery methodology based on industry standard best practices, enhanced
with a set of deliverable templates that boost productivity and effectiveness through the services of our staff. We focus on providing end results
with significant, tangible business benefits through personnel that possess recognized industry-standard certifications, expertise and years of
successful project execution experience. The ancillary strategy of staff augmentation services provides our customer base with value added
services based on the best to market practices developed internally that utilizes a rapid response capability tailored to our clients needs.

WidePoint s focus is on planning, implementing and supporting IT-based initiatives with the following services:
Systems Engineering and Integration

Systems engineering and integration consists of working with government and commercial clients to develop a plan, policies and specific
requirements that are tailored to their unique needs. An electronic information approach, policy and implementation plan for any customer is
developed after conducting an analysis of that customer s requirements, including:

Survey of existing systems hardware and software;

Review/ audit of current requirements, directives, etc.;

Presentation of tools, systems and techniques available to support customer needs;

Consultation with and advice to customer concerning optimum investment options within available budget, including
phasing recommendations;

Information assurance and security technology update and refresh;

Support services such as training, education and help desk;

Data archiving; and

Consulting for application development, establishment of enterprise directories and establishment of validation capabilities
across a heterogeneous environment.

By the use of our leverage standards based, mature commercial-off-the-shelf components that have been proven in the technology market, our
identity management and other services offer the efficiency of a common solution for multiple applications within an enterprise and
interoperability with the Federal Government and trading partners. We can also replicate these services (in part or whole) to provide an
enterprise the following advantages:

Enabling organization s applications with multiple IA/validation interfaces rapidly;

Enabling enterprise applications to have enterprise or local access to account data;

Centralizing enterprise configuration management, managing information with multiple authentication methods;

Enabling local policy to determine trusted authentications by each application (i.e., application does not inherit trust that is not
wanted);
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Implementing of components designed to manage specific tasks so that applications do not have to support all authentication
functions natively;
Enabling an easy migration path from less elegant eAuthentication schemes through higher assurance, including full PKI
implementations and federated identities; and,
Enabling organizations to leverage a government approved solution.
Focused in the medium to high assurance level market, our CIEI© and PIVotal ID© branding allows enterprise and application owners to begin
where they currently are architecturally and migrate toward a vision of a secure network identity model. We are poised to support these secure
network identity enterprise requirements (in-house or outsourced), by providing seamless integration of four services:

iDentity Management  providing infrastructure and processes that provide for creation and maintenance of an identity, including
centralized administration and self-service of user accounts.

eAuthentication  providing authoritative repositories for identity, network and/or resource profiles combined with security services
that enable identification, validation and support for authorization.

Systems Engineering and Integration 6
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Access Management  providing authorization, audit functions and session management that enable enterprise and application
owners to define access rights for individuals carrying out roles such as business partners, suppliers, customers or employees.
Provisioning and Workflow implementing business policies across enterprises, applications and data that support a higher degree
of automation (devices such as identity tokens, credit cards, cell phones and personal computers).

Architecture and Planning Services

Preparing an IT Architecture requires analysis, evaluation, integration, administration and maintenance. We are in an era where many

government and commercial entities have an increasingly urgent need to enhance their digital presence while protecting sensitive business and
personal information from the internet information thieves of our time. Indeed, some would argue that protecting shared information and having
the opportunity to guarantee trusted digital identity verification must be assured before full communications can take place. WidePoint has an
established reputation for developing solutions individually tailored to a customer s many needs, while remaining within that customer s schedule
and time constraints. We are an advisor to our clients, not a sales organization for specific equipment or software.

We believe that effective IT communications and computer systems need not be seen as requiring huge dollar outlays, inevitably requiring
wholesale replacement of existing systems, servers, hardware, software and security tools/firewalls, etc. Through our operating subsidiaries, we
apply open systems technology and commercial off-the-shelf ( COTS ) tools, which complement rather than replace existing systems wherever
possible. Further, our preferred recommendation is to migrate as many existing systems as possible from their current capabilities to more
effective, robust capabilities by augmenting those systems with supported products. One objective is to make changes that are largely invisible to
operators and managers so there is little in the way of training challenges for the customer and only modest requirements for equipment
investment. We do not design unique and proprietary software that forces the customer to work through us or tie them to a costly internal IT
development organization when subsequent (and inevitable) upgrades are required.
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WidePoint s strength is that we value our people, our customers, and the quality of the services we provide. As a services organization, the focus
of our business is our customers. We have developed thorough, comprehensive policies, procedures and controls to mitigate the threat, or
potential threat, of compromise or disruption to any portion of our systems as a result of intentional, unintentional, physical, natural or electronic
means. These policies, procedures and controls are implemented and adhered to by those individuals fulfilling various trusted roles key to our
customer service.

The people selected to fill trusted roles have proven to be diligent and trustworthy. The functions performed in these roles form the basis of trust
our clients have in our capabilities. For our managed services, we also assign roles and functions responsible for security among several people,
so that any malicious activity would require collusion. Through sound security planning based on proven techniques and industry standards, our
systems are operated and maintained to provide the highest level of reliability and availability to our clients depending on these services. These
policies, procedures and controls are periodically reviewed for currency. Random testing is performed and documented for use as a tool to
further refine the means and methods used to maintain the integrity of our managed services.

WidePoint s management staff is composed of people-oriented systems engineering professionals with leadership competence capable of
determining the most effective ways to meet the client s requirements. Our client focused management team includes facilitators, integrators,
team builders, and relationship managers. Within our requirements-driven, performance-based, people-oriented environment, our project
managers have responsibility and authority for all project requirements. They are responsible to the client for applying the systems engineering
discipline to ensure that the technical, cost and schedule requirements are clearly defined and communicated and quality products and/or services
are rendered. Our project managers are responsible for getting the job done correctly, on time, and on budget.

Our mid-level management team are people-oriented engineering professionals capable of determining the most effective ways to execute
delegated assignment(s). They are complimented by competency specialists (or subject matter experts) focused on area(s) of expertise that meet
our customer requirements and provide quality products and services. WidePoint develops our member competencies from the apprentice
through expert level by matching task assignments with skill and knowledge. Competency expertise varies depending on project requirements.
Individuals with certain skills may be added or removed from projects, as required. On the job training at our Company is key to developing
expertise.

IT Outsource Solutions

By leveraging our systems engineering experiences, we have become one of the nation s premier systems engineering firms with a specialization
in managed information assurance and security solutions. This is evidenced by the following accomplishments:

IT Outsource Solutions 7
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Distinguished as the first designated DoD Interim External Certificate Authority (IECA-1) and more recently the first US
Government External Certificate Authority.
Distinguished as one of only three GSA Access Certificates for Electronic Services contract recipients.
Distinguished as the first commercial GSA eAuthentication Service Provider.
9

Our ORC subsidiary had been engaged as the lead systems engineer for the DoD PKI.

ORC is certified by the GSA E-Authentication Program Management Office as an E-Authentication Federation Service Provider to facilitate
public access to the services offered by Federal Government agencies through use of information technologies, including on-line access to
computers for purposes of reviewing, retrieving, providing, and exchanging information. Our ORC subsidiary offers various authentication
credentials that include Userid/Password (Level 1 and 2 assurance), as well as Digital Certificates (Level 3 and 4 assurance).

Our E-Authentication Federation services, defined by the System Security Plan for Operational Research Consultants (ORC) Information
Assurance/ Identity Management (IA/ IDM)© supports multiple authentication methods, from Level 1 Userid/Password to Level 3 Digital
Certificates to authenticate users and validate their credentials. Real-time consumer and business authentication methods are used to extend

ORC s eAuthentication offering, allowing an organization to address broad audiences of users for eGovernment and internal applications in a
timely manner. These are proven capabilities that are compliant with existing laws and regulations that can be integrated and rapidly deployed.
ORC s eAuthentication services apply a variety of proven methods that can be incorporated and validated quickly, developing confidence among
users and relying applications.

ORC is certified as a trusted third party under the US Government ECA program, as defined by the ORC External Certification Authority (ECA)
Certification Practice Statement© and the ORC External Certification Authority (ECA) Key Recovery Practice Statement©". ORC is currently
one of two ECA authorized providers to issue Server (Device) Certificates and Code Signing Certificates, in addition to personal certificates.

Server Certificates provide trusted verification of the identity of web/application servers and enable those servers to support
encrypted (Secure Sockets Layer) transaction protection.
Code Signing Certificates provide trusted verification of the integrity of software and documents.

ORC is a certified trusted third party under the GSA ACES program to provide digital certificates to the citizenry of the United States, as

defined by the ORC ACES Certification Practice Statement©". The ACES certificates are available to provide each and every American citizen,
as well as federal, state and local government and business entities the accepted digital certificate to conduct business electronically with Federal
agencies, such as the Veteran s Administration, Social Security Administration and any other agency offering services via the internet. In
addition to the ACES contract, ORC is authorized as a trusted third party to sell ACES certificates directly to the business and private citizen
communities. This offering has currently migrated to an ORC ACES/Shared Service Provider (SSP) capability that will expand the ACES
program to offering full B2G and G2G PKI services.

The documents, described above, define the system and process intellectual property that allows us to be the leader in this market.
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Our ability to successfully expand requires significant revenue growth from increased services performed for existing and new clients, as well
the potential for strategic acquisitions and/or mergers. The realization of these events depends on many factors, including successful strategic
sales and marketing efforts and the identification and acquisition of appropriate businesses. Any difficulties encountered in our expansion
through successful sales and marketing efforts and/or acquisitions could have an adverse impact on our revenues and operating results.

Clients

Our commercial client base is located predominantly in the continental United States, while our government client base is located in the
Mid-Atlantic region of the United States complimented by a smaller practice in Texas. We have experience and expertise in the successful
completion and staff augmentation of projects in the following industries: Federal Government agencies and associated contractor suppliers,
manufacturing, consumer product goods, direct marketing, healthcare and financial services.

Historically, we have derived, and may continue to derive in the future, a significant percentage of our total revenues from a relatively small
number of clients. For the year ended December 31, 2006, one customer, Headquarters Cryptologic Systems Group (HQ CPSG), represented
29% of our revenues, and we therefore are materially dependent on such customer. For the year ended December 31, 2005, one customer, The
U.S. Department of Homeland Security, represented 18% of our revenues. During 2004, two customers, Abbott Laboratories and The U.S.

Clients 8
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Department of Homeland Security represented 12% and 11% of revenues, respectively. Due to the nature of our business and the relative size of
certain contracts which are entered into in the ordinary course of business, the loss of any single significant customer may have a material
adverse effect on our business and financial results. Further, with the acquisition of ORC, we have expanded our clientele dramatically which
includes the following additional clients:

United States Treasury

United States Patent & Trademark Office
Administrative Office of U.S. Courts

United States Department of Agriculture

United States Census Bureau

United States Maritime Administration

United States General Services Administration
Environmental Protection Agency

Federal Trade Commission

Northrop Grumman IT

Lockheed Martin

Boeing

Maryland Procurement Office

United States Central Intelligence Agency
United States Department of Homeland Security
° U.S. Coast Guard

United States Department of Defense

° U.S. Defense Information Systems Agency
Dependent Schools System

White House Communication Agency

o

o
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° U.S. Navy

° U.S. Marine Corps
° U.S. Air Force

° U.S. Army

Marketing and Sales

We focus sales and marketing efforts on targeting federal government and corporate clients with significant IT and identity management budgets
and requirements. While we perform work for companies in various industries, the majority of our revenues for 2004, 2005, and 2006 were
derived from contracts and projects with U.S. federal government agencies, U.S. federal government contractors, manufacturing clients,
consumer products clients, healthcare clients, and financial services clients. Prospectively, we expect a majority of our revenue to be derived
from contracts with the federal government and related contracting opportunities.

We market our solutions through our direct sales force, and alliances with several strategic partnerships in specific industries. The direct sales
force is responsible for providing highly responsive, quality service and ensuring client satisfaction with our services. Strategic partnerships and
alliances provide us with additional access to potential clients.

Because of the mandates of the federal government and the urgency of our country s critical infrastructure protection, we believe our proven
CIEI© and services will scale well to the commercial market. By eliminating the lead-time needed to become operational while waiting for
in-house development efforts, we can enable an organization to quickly deploy a fully operational capability, providing the highest levels of
authentication of users and devices, securing of sensitive data, time-stamping and archiving of data, and an auditable process flow. Further, the
credentials used to accomplish all of these requirements are interoperable with any other agency or organization choosing to accept
Federal-compliant credentials. The resulting answers can be immediately realized, thereby mitigating overall costs dramatically.

Backlog
Through our operating subsidiaries we maintain a backlog of multiple award government contracts that include:

Contracts that allow us to actively market specific tasking and initiatives throughout the federal government, including:

Backlog 9
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Information Technology Professional Services, FSC Group 70, GSA FSS # GS-35F-0164J  $100 million ceiling for each contract
action offers a full range of IT Professional Services to all federal Government agencies on a fee-for-service basis. This contract is
also available to state and local governments under a cooperative procurement agreement. Most significant under this contract
ORC also holds:

Special item categories 132-60, 132-61, and 132-62 for Authentications services under the GSA IT Professional Services
contract. This certified ORC as the first contractor authorized to provide authentication products and services to provide
for authentication of individuals for purposes of physcial and logial access control, electronic signature, performance of
e-business transactions and delivery of Government services. Authentication products and services consist of hardware,
software components and supporting services that provide for identity assurance.
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The Managed Validation Service (MVTS) contract provides Public Key Infrastructure (PKI) certificate validation services
for those e-Gov initiatives and other Federal agency information applications that elect to use it. The MVTS contract
directly benefits stakeholders, including Federal, State, and local government entities, private industry, the scientific
community, and the public. It improves efficiencies and reduces costs by providing identity authentication services in a
consistent fashion.

Worldwide Federal Supply Schedule for Management, Organizational and Business Improvement Services (MOBIS), FSC Group
874, GSA FSS # GS-10F-0152M  $100 million ceiling contract that offers a full range of services and products to enable all
Federal Government Agencies to improve performance, quality, timeliness and efficiency throughout their organizations.

Worldwide Federal Supply Schedule for Professional Engineering Services (PES), FSC Class 871, GSA FSS # GS-23F-0162L
$100 million ceiling contract that offers a full range of Professional Engineering Services to all federal Government agencies on a
fee-for-service basis. There are four primary engineering disciplines (Chemical, Civil, Electrical and Mechanical) addressed under
PES.

GSA Solutions and More (SAM), FSC Group 61 Part V, GSA FSS # GS-07F-0099L  $100 million ceiling contract that offers
supply power distribution equipment, generators, and batteries worldwide.

SeaPort-e Contract N0O0178-04-D-4099  $100 million ceiling contract to provide engineering, technical, and programmatic
support services to the Naval Surface Warfare Centers (NSWC) and the Naval Undersea Warfare Centers (NUWC).

We also hold contracts with specific government agencies, including:

U.S. Naval Supply Systems Command

U.S. Department of Homeland Security

US Patent and Trademark Office (Subcontract )

U.S. Defense Information Systems Agency (Subcontract)
US Air Force PKI System Project Office (Subcontract)

Additionally, ORC has over two-dozen iDentity Management and eAuthentication Services© pricing agreements with commercial companies
for lots of 1,000, 5,000 and 10,000 credentials and associated services in various stages of agreement. The iDentity Management and
eAuthentication Services© are expected to be our largest growth market.

We also hold several non-governmental contracts and preferred vendor relationships with major international corporations to provide IT
manpower, consulting support and various outsourcing services.
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The dollar amount of our backlog orders as of December 31, 2006 and December 31, 2005 were approximately $3.4 million and $6.6 million,
respectively. The portion of backlog reasonably expected to be filled during 2007 is $3.4 million.

Backlog 10
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Government Contracts

Our contracts with the U.S. Government, and many contracts with other entities, permit the government client to modify, curtail or terminate the
contract at any time for the convenience of the government or for default by the contractor. If a contract is terminated for convenience, we are
generally reimbursed for our allowable costs through the date of termination and are paid a proportionate amount of the stipulated profit or fee
attributable to the work actually performed. Although contract and program modifications, curtailments or terminations have not had a material
adverse effect on us in the past, no assurance can be given that such modifications, curtailments or terminations will not have a material adverse
effect on our financial condition or results of operations in the future.

In addition, the U.S. Government and other government entities may terminate a contract for default. If a contract is terminated for default, we
may be unable to recover amounts billed or billable under the contract and may be liable for other costs and damages. Although terminations for
default have not occurred to us in the past and, thus, have not had a material adverse effect on us in the past, no assurance can be given that such
terminations will not have a material adverse effect on our financial condition or results of operations in the future.

Competition

The market for the services that we provide is highly competitive, includes a large number of competitors, and is subject to rapid change. Our
primary competitors include participants from a variety of market segments, including publicly and privately held firms, large accounting and
consulting firms, systems consulting and implementation firms, application software firms, service groups of computer equipment companies,
and other general management consulting firms. Increasingly, companies with third-world and emerging markets operations bases are also
targeting this market. Competition generally is based on quality, timeliness, cost of services, and relevant targeted expertise.

With relation to systems engineering in the governmental sector, our long-range concern is the uncertainty in the federal budget, and its impact
upon competition among the many contractors. We believe that the best way to meet the challenge of this market is to maintain a low overhead,
employ quality personnel, and continue to deliver a product of the highest quality. Many corporations that are active in this market have
reputable corporate histories and a great number of employees from which to draw. They have the ability to absorb losses in operation.
Additionally, they have an established network to assimilate data and formulate strategy in today s competitive environment. Their strength is
often their mass that gives them flexibility in both proposing and responding to new requirements. Also, while there are advantages to being
small, name recognition is a problem in major contracts even if we have been successful in our past performance.
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However, some of these same corporations have higher overhead costs. They have policies and procedures in effect that quite frequently require
a longer response time to meet the needs of the customer. Management personnel can be far removed from their workforce, thus fostering
employee dissatisfaction.

Within the information security market the competition is still minimal. The most significant competition is in the planning and analysis portion
of the market, in which many of the same companies referred to above, also participate, such as: Booz-Allen Hamilton, SAIC, CACI/AMS, BAE
Systems, Northrop Grumman, and others. However, the market in which we provide our CIEIO products and services has limited competition.
Most of that competition (such as Verisign, Digital Signature Trust, BeTrusted, and GeoTrust) are focused on low to medium levels of
assurance. We believe we are presently the only company that has satisfied all of the certification requirements to serve the more targeted
medium to high level assurance market, and, as such, we believe that we maintain an advantage over our competition.

Additionally, we believe our advantages in each of the markets described above are two-fold: highly experienced personnel and relatively low
overhead. Our professional staff has a proven record of success in meeting service needs of both private industry and public sector clients. Our
senior staff personnel include individuals with advanced degrees in science, engineering, and operations research, specializing in the resolution
of complex operational problems. Experienced personnel, competitive overhead, and being first to market should allow us to continue to be very
competitive.

Intellectual Property

Our intellectual property primarily consists of methodologies developed for use in application development solutions. The services, described
above, define the system and process intellectual property that allows us to be the leader in our markets. In addition, our ORC subsidiary holds a
patent for a digital parsing tool that provides a secure repository gateway that will allow users, including first time users, the ability to
immediately establish and access accounts by presenting their certificates to a directory validated by the gateway. In this manner, we rely upon a
combination of trade secrets, copyright and trademark laws, and contractual restrictions to establish and protect the ownership of our proprietary
methodologies. We generally enter into nondisclosure and confidentiality agreements with our employees, partners, consultants, independent
sales agents and clients. As the number of our competitors increase, the likelihood that such competitors will use similar methodologies
increases. Although our methodologies have never been subject to an infringement claim, there can be no assurance that third parties will not
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assert infringement claims against us in the future; that the assertion of such claims will not result in litigation; or that we would prevail in such
litigation or be able to obtain the license for the use of any allegedly infringed intellectual property from a third party on commercially
reasonable terms. Further, regardless of its outcome, litigation can result in substantial costs and divert management s attention from our
operations. Although we are not aware of any basis upon which a third party could assert an infringement claim, any infringement claim or
litigation could materially adversely affect our business, operating results and financial condition.

Personnel
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As of December 31, 2006, we had 55 full time employees and 6 part-time employees, including 7 persons in sales and recruiting, 48 persons in
consulting, and 6 persons in management and administration. We also periodically employ additional consultants and temporary employees.

Our offices are located in areas populated by military (both retired and active duty) and highly skilled civilian personnel. Potential employees
possessing the unique qualifications required are readily available for both part-time and full-time employment. The primary method of
soliciting personnel is through recruiting resources directly utilizing all known sources that include electronic databases, public forums, and
personal networks of friends and former coworkers.

We believe that our future success will depend in part on our continued ability to attract and retain highly skilled managerial, technical, sales and
support personnel. There can be no assurance that we will be able to continue to attract and retain personnel necessary for the development of
our business. We generally do not have employment contracts with our employees, but we do maintain employment agreements with our key
employees. However, confidentiality and non-disclosure agreements are in place with many of our employees. None of our employees are
subject to a collective bargaining agreement. We believe that our relations with our employees are good.

Available Information

Our internet address is www.widepoint.com. We make available through our website our Annual Report on Form 10-K, Quarterly Reports on
Form 10-Q, current reports on Form 8-K, and amendments to those reports filed or furnished pursuant to Section 13(a) or 15(d) of the Securities
Exchange Act of 1934 as soon as reasonably practicable after we electronically file such material with, or furnish it to, the SEC.

ITEM 1A. RISK FACTORS.
Risks Related to our Operations

We have a history of net losses, and while we expect to realize an increase in future period revenues and we anticipate the realization of
net income, there is no assurance that this will be the case and we may not achieve or maintain profitability.

We are engaged primarily in the business of providing information technology ( IT ) services with established competencies in federal
government and private consulting, planning, managing and implementing IT solutions, software and secure authentication processes. We have
incurred substantial net losses through December 31, 2006. Although we anticipate an increase in revenues and operational profitability in future
quarters, there is no assurance that this will be the case. Revenues and profits generated from our services will depend upon numerous factors,
including:

Demand of commercial and federal marketplaces for our range of services,
Effectiveness of our sales and marketing efforts,
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Ability to deliver capabilities cost-effectively, and

Competitive environment.

We may need to obtain additional funding to meet our future capital needs. If we are unable to obtain such financings, we may be
required to significantly cut back our operations, sell assets or cease operations.

Risks Related to our Operations 12
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If we continue to have operating losses and without the realization of additional capital, or net profit from operations, and/or if we continue to
seek out and make acquisitions which require a cash component, then we may need to raise additional capital. On October 25, 2004 and October
29, 2004, we issued and sold shares of our Series A Convertible Preferred Stock and warrants to Barron Partners, L.P. ( Barron ) or an aggregate
purchase price of approximately $3.58 million. In that financing transaction, we also issued a warrant to Westcap Securities, Inc. ( Westcap ) to
purchase 511,428 shares of our Common Stock at an exercise price of $0.40 per share. In April and May of 2005, Barron converted a portion of
its Series A Convertible Preferred Stock into 3,000,000 shares of Common Stock and exercised warrants to purchase 2,000,000 shares of
Common Stock for an aggregate purchase price of $800,000. In August and September 2005, Barron exercised warrants for 2,500,000 shares of
Common Stock providing $1,000,000 in gross proceeds to the Company. In December 2005, warrants for an additional 5,728,572 shares of
Common Stock were exercised by the holders thereof providing $2,291,429 of additional gross proceeds to the Company. During the period
from January 1, 2006 through December 31, 2006, Barron converted a total of 1,000,500 shares of Series A Convertible Preferred Stock into a
total of 10,005,000 shares of Common Stock, and Westcap exercised warrants to purchase 173,856 shares of Common Stock for a total exercise
price of $69,542. We may require additional funding to support our operations. Additional funding may be unavailable on favorable terms, if at
all. If we are unable to obtain sufficient additional funding when needed, we may have to significantly cut back our operations, defer potentially
favorable acquisitions, sell some or all of our assets and/or cease operations. In addition, if we raise additional capital by issuing additional
equity or convertible debt securities, our existing stockholders may suffer significant dilution and the securities issued could have rights,
preferences and privileges more favorable than those of our current stockholders.

We may have difficulty responding to changing technology.

The IT industry is characterized by rapidly advancing technology. Our future success will depend, in large part, upon our ability to anticipate
and keep pace with advancing technology and competitive innovations. However, we may not be successful in identifying, developing and
marketing new products or services or enhancing our existing products or services. In addition, we can give no assurance that new products or
services may be developed that will render our current or planned products or services obsolete or inferior. Rapid technological development by
competitors may result in our products or services becoming obsolete before we recover a significant portion of the research and development
expenses incurred with respect to such products or services.

We may be unable to implement our acquisition program.
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Demand for businesses with credible business relationships and capabilities to provide services to various government agencies at the federal,
state and local levels is very competitive. To the extent that this competition causes the price for these businesses to elevate beyond reasonable
levels where funding for such acquisitions is no longer available, WidePoint may not be able to implement our acquisition strategy. Any
significant change in the spending pattern of the federal government could potentially have an adverse effect on acquisition targets and as such,
argue against making such acquisitions.

We may have difficulty integrating acquisitions into our existing operations.

To the extent that some acquisitions may have operational complexities due to the nature of their business, the election to not fully integrate such
acquisitions may be made if such integration does not quantitatively improve operational or financial efficiencies. Some integration efforts will
be phased in to ensure that desired efficiencies are quickly and cost effectively realized. Any element of integration must be justified rationally
on potential cost savings realized by the business. If we are unable to successfully integrate some or all of the operations of ORC or future
acquisitions, this could have a material adverse effect on our business and operations.

We may not receive the full amount of our backlog, which could harm our business.

Our total backlog includes both funded and unfunded orders for services under existing signed contracts, assuming the exercise of all options
relating to those contracts that we reasonably believe will be exercised. The U.S. Congress often appropriates funds for our clients on a yearly
basis, even though their contracts with us may call for performance that is expected to take a number of years. As a result, contracts typically are
only partially funded at any point during their term, and all or some of the work to be performed under the contracts may remain unfunded
unless and until the U.S. Congress makes subsequent appropriations and the procuring agency allocates funding to the contract.

The dollar amount of our backlog orders believed to be firm as of December 31, 2006 and December 31, 2005 were $3.4 million and $6.6
million, respectively. The portion of backlog reasonably expected to be filled during 2007 is $3.4 million.

There can be no assurance that our backlog will result in actual revenues in any particular period, or at all, or that any contract included in
backlog will be profitable. This is because the actual receipt and timing of any of these revenues is subject to various contingencies, many of
which are beyond our control. In addition, we may never realize revenues from some of the engagements that are included in our backlog, and
there is a higher degree of risk in this regard with respect to unfunded backlog. The federal government s ability to select multiple winners under

We may be unable to implement our acquisition program. 13
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multiple award schedule contracts, government-wide acquisition contracts, blanket purchase agreements and other indefinite delivery/indefinite
quantity contracts, as well as its right to award subsequent task orders among such multiple winners, means that there is no assurance that
unfunded contract backlog will result in actual orders. The actual receipt of revenues on engagements included in backlog may never occur or
may change because a program schedule could change or the program could be canceled, or a contract could be reduced, modified, or terminated
early. Moreover, under multiple award schedule contracts, government wide acquisition contracts, blanket purchase agreements, and other
indefinite delivery/indefinite quantity contracts, the government is frequently not obligated to order more than a minimum quantity of goods or
services.

18
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We have identified ineffective disclosure controls and procedures and material weaknesses in the design of our internal control over
financial reporting in the past and would be adversely affected if we identify additional ineffective disclosure controls or material
internal control weaknesses in the future.

We determined that our disclosure controls and procedures were ineffective at December 31, 2004 and December 31, 2005, and that we had
material weaknesses in the design of our internal control over financial reporting as of such dates, as discussed below. We believe such
ineffective controls or material weaknesses were remediated during the first quarter of 2006 when we filed amendments to certain of our
previous periodic reports, and subsequently determined that our disclosure controls and procedures were effective at the end of each of our
quarters during 2006. However, if we encounter additional ineffective controls or material weaknesses in the future, they could result in our
non-timely filing of periodic reports or in accounting deficiencies in financial reporting.

With respect to ineffective disclosure controls and procedures, we discovered in November 2004 that the service provider we had engaged to
Edgarize and file the proxy statement used in connection with our December 2003 annual meeting of stockholders and our 2002 annual report to
stockholders inadvertently had not made such filings with the U.S. Securities and Exchange Commission (SEC). We immediately arranged for
the making of those filings in November 2004 and have subsequently used other service providers to Edgarize and make our SEC filings. An
additional internal reporting process was instituted in the fourth quarter of 2004 to track and confirm our filing of SEC reports. Furthermore, the
material weaknesses in our internal control over financial reporting identified during the year ended December 31, 2005 and discussed below
contributed to the ineffectiveness of our controls and procedures as of such date.

The material weaknesses in our internal control over financial reporting identified at the end of each of the quarters in 2005 and at December 31,
2005, resulted from insufficient technical accounting expertise within our accounting function to resolve non-routine or complex accounting and
tax matters that occurred in connection with: (i) our acquisition of ORC in October 2004; (ii) the determination of the proper accounting

treatment of the financial instrument relating to the warrants issued by the Company to Barron in October 2004; and (iii) the determination of the
proper accounting treatment of the shares of Common Stock issued and held in escrow following the acquisition by the Company of Chesapeake
Government Technologies, Inc. ( Chesapeake ) in April 2004. The material weaknesses in internal controls resulted in: (i) our late filing on April
19, 2005 (four days after the extended due date) of our Annual Report on Form 10-K for the year ended December 31, 2004; (ii) the need to
restate the recorded amount of the financial instrument at December 31, 2004 and March 31, 2005 due to the failure to mark-to-market such
instrument at December 31, 2004; (iii) the need to reclassify the amortized costs relating to the ORC acquisition in cost of sales and not in
amortization and depreciation, and to record the convertible preferred stock issued to Barron as temporary preferred equity and not permanent
preferred equity; and (iv) the need to restate our financial statements for the year ended December 31, 2004 and the first three quarters of 2005 to
reflect changes in our accounting relating to the Chesapeake acquisition. The Chesapeake-related restatements: (i) eliminated the intangible asset
associated with the acquisition; (ii) reversed the related amortization expense; (iii) expensed as consulting fees the cost of the transaction
attributable to the cost of issuance of the non-escrowed shares and other direct costs at the time of the acquisition; (iv) recorded and expensed as
consulting fees in cost of sales the release of the shares from escrow at December 31, 2004; (v) expensed in cost of sales and recorded the value

of those shares in equity meeting the contractual performance measures that would result in the release of those shares from escrow for the year
ended December 31, 2005; and (vi) recorded the shares in equity as Common Stock issuable until such time as they can be reclassified as issued
shares of Common Stock upon the release of the shares from escrow.
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It should be noted that all of the warrants issued in October 2004 to Barron, which resulted in the recognition of the financial instrument liability
due to the cash penalty provision in the registration rights agreement relating thereto, were exercised prior to the end of 2005. Consequently, the
liability related to the financial instrument at December 31, 2005 was extinguished.

We began the remediation of the weakness in our internal control over financial reporting by the employment of a consulting firm in January
2005 with the requisite accounting expertise to resolve the above issues, which arose as a result of accounting comments raised by the SEC in
connection with its review of the Company s annual and quarterly reports. We believe that the past results of the above material weaknesses in
our internal control over financial reporting, and related ineffective disclosure controls and procedures resulting therefrom, were remedied
during the first quarter of 2006 upon the filing by the Company of amendments to its prior periodic reports containing restated financial
statements reflecting the resolution of the above accounting issues. We believe that internal control weakness itself was remedied as of March

We may be unable to implement our acquisition program. 14
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2006. The total costs associated with the remediation were not material in amount.
Risks Related to Our Industry

The demand for business and technology consulting services weakened significantly in 2001 and 2002, and demand may resume its
weakened state if the current improvement in the economic climate does not continue.

The market for our consulting services and the technologies used in our solutions has changed rapidly over the last five years. The market for
advanced technology consulting services expanded dramatically during 1999 and most of 2000, but declined significantly in 2001 and 2002.
Since the second half of 2000, many companies have experienced financial difficulties or uncertainty, and canceled or delayed spending on
technology initiatives as a result. These companies typically are not demonstrating the same urgency regarding technology initiatives that existed
during the economic expansion that stalled in 2000. This trend worsened for some companies following the September 11, 2001 terrorist attacks
in the United States and the accounting scandals involving Enron, Worldcom, Tyco and other companies. The economic uncertainty caused by
recent military actions in Afghanistan and Iraq further depressed technology spending in the commercial sector, although increased requirements
and capabilities have characterized spending levels in the government sector. While the overall economic climate has begun to show signs of
improvement since the third quarter of 2003, this improvement may not continue for a meaningful period of time. If the economic climate does
not improve significantly, large companies may continue to cancel or delay their business and technology consulting initiatives because of the
weak economic climate, or for other reasons, and our business, financial condition and results of operations would be materially and adversely
affected.
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Our market is highly competitive and we may not be able to continue to compete effectively.

The markets for the services we provide are highly competitive. We currently compete with companies from a variety of market segments,
including publicly and privately held firms, large accounting and consulting firms, systems consulting and implementation firms, application
software firms, service groups of computer equipment companies and other general management consulting firms. We also compete regularly
with offshore outsourcing companies, and we expect competition from these companies to increase in the future, especially on development,
application management services and outsourcing engagements. We compete frequently for client engagements against companies with far
higher revenues and larger numbers of consultants than we have. Recent consolidations of large consulting companies within our market have
further increased the size and resources of some of these competitors. These competitors are often able to offer more scale, which in some
instances has enabled them to significantly discount their services in exchange for revenues in other areas or at later dates. Additionally, in an
effort to maintain market share, many of our competitors are heavily discounting their services to unprofitable levels. Some of our competitors
have gone out of business. If we cannot keep pace with the intense competition in our marketplace, our business, financial condition and results
of operations will suffer.

We have significant fixed operating costs, which may be difficult to adjust in response to unanticipated fluctuations in revenues.

A high percentage of our operating expenses, particularly personnel, rent and depreciation, are fixed in advance of any particular quarter. As a
result, an unanticipated decrease in the number or average size of, or an unanticipated delay in the scheduling for, our projects may cause
significant variations in operating results in any particular quarter and could have a material adverse effect on operations for that quarter.

An unanticipated termination or decrease in size or scope of a major project, a client s decision not to proceed with a project we anticipated or the
completion during a quarter of several major client projects could require us to maintain underutilized employees and could have a material
adverse effect on our business, financial condition and results of operations. Our revenues and earnings may also fluctuate from quarter to

quarter because of such factors as:

the contractual terms and timing of completion of projects, including achievement of certain business results;
any delays incurred in connection with projects;

the adequacy of provisions for losses and bad debts;

the accuracy of our estimates of resources required to complete ongoing projects;

loss of key highly skilled personnel necessary to complete projects; and
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general economic conditions.

We may lose money if we do not accurately estimate the costs of fixed-price engagements.

Some of our projects may be based on fixed-price, fixed-time contracts, rather than contracts in which payment to us is determined on a time and
materials basis. Our failure to accurately estimate the resources required for a project, or our failure to complete our contractual obligations in a
manner consistent with the project plan upon which our fixed-price, fixed-time contract was based, could adversely affect our overall
profitability and could have a material adverse effect on our business, financial condition and results of operations. In addition, we may fix the
price for some projects at an early stage of the process, which could result in a fixed price that turns out to be too low and, therefore, could
adversely affect our business, financial condition and results of operations.

Our clients could unexpectedly terminate their contracts for our services.

In both our commercial and government sector businesses, some of our contracts can be canceled by the client with limited advance notice and
without significant penalty. Termination by any client of a contract for our services could result in a loss of expected revenues and additional
expenses for staff that were allocated to that client s project. We could be required to maintain underutilized employees who were assigned to the
terminated contract. The unexpected cancellation or significant reduction in the scope of any of our large projects could have a material adverse
effect on our business, financial condition and results of operations.

We may be liable to our clients for damages caused by our services or by our failure to remedy system failures.

Many of our projects involve technology applications or systems that are critical to the operations of our clients businesses. If we fail to perform
our services correctly, we may be unable to deliver applications or systems to our clients with the promised functionality or within the promised
time frame, or to satisfy the required service levels for support and maintenance. While we have taken precautionary actions to create

redundancy and back-up systems, any such failures by us could result in claims by our clients for substantial damages against us. Although we
attempt to limit the amount and type of our contractual liability for defects in the applications or systems we provide, and carry insurance
coverage that mitigates this liability in certain instances, we cannot be assured that these limitations and insurance coverages will be applicable
and enforceable in all cases. Even if these limitations and insurance coverages are found to be applicable and enforceable, our liability to our
clients for these types of claims could be material in amount and affect our business, financial condition and results of operations.

If we do not attract and retain qualified professional staff, we may not be able to adequately perform our client engagements and could
be limited in accepting new client engagements.

Our business is labor intensive, and our success depends upon our ability to attract, retain, train and motivate highly skilled employees. Intense
competition exists for employees who have specialized skills or significant experience in business and technology consulting. The improvement
in demand for business and technology consulting services that began in the third quarter of 2003 has also increased the need for highly skilled
employees. We may not be successful in attracting enough employees to achieve our desired expansion or staffing plans. Furthermore, the
industry turnover rates for these types of employees are high, and we may not be successful in retaining, training and motivating the employees
we are able to attract. Any inability to attract, retain, train and motivate employees could impair our ability to adequately manage and complete
existing projects and to bid for or accept new client engagements. Such inability may also force us to hire expensive independent contractors,
which could increase our costs and reduce our profitability on client engagements. We must also devote substantial managerial and financial
resources to monitoring and managing our workforce and other resources. Our future success will depend on our ability to manage the levels and
related costs of our workforce and other resources effectively.
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We may be unable to protect our proprietary methodology.

Our success depends, in part, upon our proprietary methodology and other intellectual property rights. We rely upon a combination of trade
secrets, nondisclosure and other contractual arrangements, and copyright and trademark laws to protect our proprietary rights. We generally
enter into nondisclosure and confidentiality agreements with our employees, partners, consultants, independent sales agents and clients, and limit
access to and distribution of our proprietary information. We cannot be certain that the steps we take in this regard will be adequate to deter
misappropriation of our proprietary information or that we will be able to detect unauthorized use and take appropriate steps to enforce our
intellectual property rights. Specifically in the government sector, statutory contracting regulations protect the rights of federal agencies to retain
access to, and utilization of, proprietary intellectual property utilized in the delivery of contracted services to such agencies. Although we believe
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that our services and products do not infringe on the intellectual property rights of others, infringement claims may be asserted against us in the
future, and, if asserted, these claims may be successful. A successful claim against us could materially adversely affect our business, financial
condition and results of operations.

Our directors and officers have significant voting power and may substantially influence the outcome of any stockholder vote.

At December 31, 2006, our directors and officers, in the aggregate, beneficially owned approximately 9,384,111 shares of our common stock, or
approximately 18.6% of our issued and outstanding shares of Common Stock. Each of such amounts includes shares that may be acquired upon
the exercise of exercisable warrants and options. As a result, they have the ability to substantially influence, and may effectively control the
outcome of corporate actions requiring stockholder approval, including the election of directors. This concentration of ownership may also have
the effect of delaying or preventing a change in control of WidePoint, even if such a change in control would benefit other investors.

We have a concentrated ownership structure and shares of Common Stock beneficially owned by our directors and officers at December 31,
2006, in conjunction with shares of Common Stock owned by Barron, including shares it would own upon its conversion of all of the Series A
Convertible Preferred Stock, would constitute approximately 22.5% of the then outstanding shares of our common stock.

We are dependent on our key employees.
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Our success will depend in large part upon the continued services of a number of key employees, including Steve Komar, our Chairman,
President and Chief Executive Officer, James McCubbin, our Vice President, Secretary and Chief Financial Officer, Mark Mirabile, our Vice
President and Chief Operations Officer, and Dan Turissini, our Vice President and Chief Technology Officer and the Chief Executive Officer of
our wholly owned subsidiary, ORC. On July 1, 2002, we entered into employment arrangements with Messrs. Komar, McCubbin and Mirabile.
Each of these three employment agreements was for an initial term of two years, with four renewable one-year options. On October 25, 2004, we
entered into an employment arrangement with Mr. Turissini. Mr. Turissini s employment agreement provides for annual extensions through
October 31, 2009.

We generally do not have employment agreements with our other employees. The loss of the services of any of our key personnel could have a
material adverse effect on our business, financial condition and results of operations. In addition, if our key employees resign from WidePoint or
its subsidiaries to join a competitor or to form a competing company, the loss of such personnel and any resulting loss of existing or potential
clients to any such competitor could have a material adverse effect on our business, financial condition and results of operations. Although we
require our employees to sign agreements prohibiting them from joining a competitor, forming a competing company or soliciting our clients or
employees for certain periods of time, we cannot be certain that these agreements will be effective in preventing our key employees from
engaging in these actions or that courts or other adjudicative entities will substantially enforce these agreements. Furthermore, for those
employees whom we involuntarily terminated in connection with our restructuring actions, we have waived the non- competition clause of their
agreements in exchange for releases of claims. We granted these waivers only in connection with the restructuring actions, and our general
practice is not to waive the non-competition obligations of other departing employees.

The loss of one or more significant customers could have an adverse impact on our results of operations.

Historically, we have derived, and may in the future derive, a significant percentage of our total revenues from a relatively small number of
clients. For the year ended December 31 2006, one customer, Headquarters Cryptologic Systems Group (HQ CPSG), individually represented
approximately 29% of revenues. Due to the nature of our business and the relative size of certain contracts, which are entered into in the
ordinary course of business, the loss of any single significant customer, including the above customer, could have a material adverse effect on
results. For the year ended December 31, 2005, one customer, The U.S. Department of Homeland Security, individually represented
approximately 18% of revenues. During 2004, two customers, Abbott Laboratories and The U.S. Department of Homeland Security, represented
12%, and 11% of revenues, respectively. In the event we lose any one of those significant customers, our results of operations would be
materially adversely affected.

We may incur substantial costs in connection with contracts awarded through a competitive procurement process, which could
negatively impact our operating results.

Many federal government contracts are awarded through a competitive procurement process. We expect that much of the government business
we seek in the foreseeable future will be awarded through competitive procedures. Competitive procurements impose substantial costs and
present a number of risks, including:
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the substantial cost and managerial time and effort that we spend to prepare bids and proposals for contracts that may not be
awarded to us; and

the expense and delay that we may face if our competitors protest or challenge contract awards made to us pursuant to competitive
procedures, and the risk that any such protest or challenge could result in the resubmission of offers, or in termination, reduction,
or modification of the awarded contract.

The costs we incur in the competitive procurement process may be substantial and, to the extent we participate in competitive procurements and
are unable to win particular contracts, these costs could negatively affect our operating results. In addition, GSA multiple award schedule
contracts, government-wide acquisitions contracts, blanket purchase agreements, and other indefinite delivery/indefinite quantity contracts do
not guarantee more than a minimal amount of work for us, but instead provide us access to work generally through further competitive
procedures. This competitive process may result in increased competition and pricing pressure, requiring that we make sustained post-award
efforts to realize revenues under the relevant contract.

Unfavorable government audit results could subject us to a variety of penalties and sanctions, and could harm our reputation and
relationships with our clients.

The federal government audits and reviews our performance on contracts, pricing practices, cost structure, and compliance with applicable laws,
regulations, and standards. Like most large government contractors, our contracts are audited and reviewed on a continual basis by federal
agencies, including the Defense Contract Audit Agency. An unfavorable audit of us, or of our subcontractors, could have a substantial adverse
effect on our operating results. For example, any costs that were originally reimbursed could subsequently be disallowed. In this case, cash we
have already collected may need to be refunded and future operating margins may be reduced.

If a government audit uncovers improper or illegal activities, we may be subject to civil and criminal penalties and administrative sanctions,
including termination of contracts, forfeiture of profits, suspension of payments, fines, and suspension or debarment from doing business with
U.S. government agencies. In addition, we could suffer serious harm to our reputation if allegations of impropriety were made against us,
whether or not true.

Security breaches in sensitive government systems could result in the loss of clients and negative publicity.

Many of the services we provide involve managing and protecting information involved in intelligence, national security, and other sensitive or
classified government functions. A security breach in one of these systems could cause serious harm to our business, damage our reputation, and
prevent us from being eligible for further work on sensitive or classified systems for federal government clients. We could incur losses from
such a security breach that could exceed the policy limits under our errors and omissions and product liability insurance. Damage to our
reputation or limitations on our eligibility for additional work resulting from a security breach in one of the systems we develop, install, and
maintain could materially reduce our revenues.
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Our failure to obtain and maintain necessary security clearances may limit our ability to perform classified work for government
clients, which could cause us to lose business.

Some government contracts require us to maintain facility security clearances, and require some of our employees to maintain individual
security clearances. If our employees lose or are unable to timely obtain security clearances, or we lose a facility clearance, the government
client can terminate the contract or decide not to renew it upon its expiration. As a result, to the extent we cannot obtain or maintain the required
security clearances for a particular